# Transfer Impact Assessment für die USA (Schweizer Version)

Von: [Name der Organisation] (der **Exporteur**)

Datum: [Datum]

In Erwägung:

1. Dass ein dem schweizerischen Datenschutzgesetz (**DSG**) unterstellter Verantwortlicher oder Auftragsverarbeiter, der Personendaten an einen Importeur in einem Drittstaat (**Importeur**) bekanntgibt, für den kein Angemessenheitsbeschluss nach Art. 16 Abs. 1 DSG besteht, grundsätzlich angemessene Garantien nach Art. 16 Abs. 2 DSG braucht;
2. Dass die Vereinigten Staaten von Amerika (**USA**) ein solches Land für Importeure sind, die nicht unter das Swiss-US Data Privacy Framework (**Swiss-US DPF**) fallen;
3. Dass die von der Europäischen Kommission am 4. Juni 2021 genehmigten Standardvertragsklauseln für Datentransfers (**SCC**) ergänzt mit bestimmten Anpassungen für das schweizerische Recht solche Garantien bieten, sofern der Exporteur und der Importeur keinen Grund zu der Annahme haben, dass die Gesetze und Praktiken in dem Drittland den Importeur daran hindern, seine Verpflichtungen aus den SCC zu erfüllen (**problematische Gesetze**), wobei Gesetze und Praktiken, die den Kern der Grundrechte und -freiheiten respektieren und nicht über das hinausgehen, was in einer demokratischen Gesellschaft notwendig und verhältnismässig ist, um eines der in Art. 23(1) EU Datenschutz-Grundverordnung aufgeführten Ziele zu schützen, keine problematischen Gesetze sind (Art. 14 SCC);
4. Dass der Exporteur erwägt, personenbezogene Daten in die USA bekanntzugeben, indem er die SCC als Garantie gemäss Art. 16 Abs. 1 Bst. d DSG hierfür einsetzt;
5. Dass der Exporteur die US-Gesetze und -Praktiken überprüft hat, in deren Rahmen US-Behörden Zugang zu in die USA übermittelten Personendaten erlangen und diese nutzen könnten, wie dies in der Beurteilung des Bundesamtes für Justiz vom 30. April 2024 und den darin erwähnten Materialien dargelegt wird;
6. Dass das Bundesamt für Justiz und in der Folge am 14. August 2024 der Schweizer Bundesrat mit seinem Angemessenheitsbeschluss (mit Wirkung per 15. September 2024) aufgrund dieser Prüfung zum Schluss gekommen sind, dass die Vorgaben von Art. 8 Abs. 2 Datenschutzverordnung (**DSV**) erfüllt sind, und zwar auch betreffend behördlichen Datenzugriffen, die trotz und unabhängig vom Swiss-US DPF erfolgen können (selbst zu Zwecken der Strafverfolgung und der nationalen Sicherheit), insbesondere auch aufgrund der Implementierung des EO 14086 und der Einstufung der Schweiz als "qualifying state";
7. Dass Art. 8 Abs. 2 DSV im Ergebnis ebenfalls verlangt, dass keine problematischen Gesetze im obigen Sinne bestehen;
8. Dass die Europäische Kommission in ihrem Angemessenheitsbeschluss für das EU-US DPF vom 10. Juli 2023 (Erwägungen 90-200) zum Schluss gekommen ist, dass in den USA keine problematischen Gesetze bestehen;
9. Dass im US-Recht nach diesen Beurteilungen mindestens ab dem 15. September 2024 auch für Übermittlungen von Personendaten aus der Schweiz keine problematischen Gesetze bestehen.

Der Exporteur stimmt diesen Feststellung des Bundesamtes für Justiz, des Bundesrates und der Europäischen Kommission zu und kommt auch für seine eigenen Zwecke zum Schluss, dass er keinen Grund zu der Annahme hat, dass in die USA übermittelten Personendaten dort problematischen Gesetzen im obigen Sinne und im Sinne von Art. 14 SCC unterliegt.

# Transfer Impact Assessment for the US (SWiss Version)

Made by: [Name of organization] (the **Exporter**)

Date: [Date]

Considering:

1. That a controller or processor subject to the Swiss Data Protection Act (**DPA**) transferring personal data to an importer in a third country (**Importer**) for which no decision pursuant to Art. 16(1) DPA applies, requires appropriate safeguards pursuant to Art. 16(2) DPA;
2. That the United States of America (**US**) is such a country for those importers not certified under the Swiss-US Data Privacy Framework (**Swiss-US** **DPF**);
3. That the Standard Contractual Clauses for cross-border transfers (**SCC**) approved by the European Commission on June 4, 2021, in combination with certain amendments for Swiss law, provide for such safeguards, provided that the Exporter and Importer have no reason to believe that the laws and practices in the third country prevent the importer from fulfilling its obligations under the SCC (**Problematic Laws**), whereas laws and practices that respect the essence of the fundamental rights and freedoms and do not exceed what is necessary and proportionate in a democratic society to safeguard one of the objectives listed in Art. 23(1) EU General Data Protection Regulation are not Problematic Laws (Art. 14 SCC);
4. That the Exporter considers transferring personal data to the US using the SCC as safeguards pursuant to Art. 16(1)(d) DPA;
5. That the Exporter has reviewed the US laws and practices that may result in access and use by US public authorities of personal data transferred to the US, as laid out in the assessment of the Swiss Federal Office of Justice of April 30, 2024, and the materials referred to therein;
6. That the Federal Office of Justice and, subsequently, on August 14, 2024, the Swiss Federal Council (with effect as of September 15, 2024), based on their review of the foregoing, concluded that the criteria as per Art. 8(2) Data Protection Ordinance (**DPO**) are fulfilled, including in cases of lawful access by US authorities (in particular for criminal law enforcement and national security purposes) that could occur despite and irrespective of the Swiss-US DPF, in particular given the implementation of EO 14086 and the designation of Switzerland as a "qualifying state";
7. That Art. 8 para. 2 DPO also requires, in effect, that there are no Problematic Laws;
8. That the European Commission, in its adequacy decision for the EU-US DPF of July 10, 2023 (recitals 90-200), concluded that there are no longer any Problematic Laws in the US;
9. That, according to these assessments, at least as of September 15, 2024, there are no Problematic Laws in US law with regard to transfers of personal data from Switzerland.

The Exporter agrees with the Federal Office of Justice, Federal Council's and European Commission's finding and, as well, concludes for its own purposes that it has no reason to believe that personal data transferred to the US will be subject to Problematic Laws in the US as defined above and in Art. 14 SCC.